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1 Annex 1
3 General Functional Requirements
3.1 Coverage of iSupport - EU Maintenance Regulation cases, the 2007
Hague Convention cases & other international maintenance cases

3.11 Usability of the iSupport case management system for EU Maintenance
Regulation, 2007 Convention cases and other international cases
3.1.2 Universal usability of iSupport

18. The iSupport system will provide a case management system with all the features
necessary for the processing of international maintenance cases and thereby assisting

States in fulfilling their Central Authority obligations under the EU Maintenance Regulation
and the 2007 Hague Convention.

19. To the extent possible, the case management system component of iSupport will
also be usable by States for managing other international maintenance cases, which fall
outside the scope of the Convention or Regulation.

20. The ability of iSupport to cover Regulation cases, Convention cases and other
international maintenance cases is a necessary requirement, since for a number of States
introducing iSupport solely for Regulation and Convention cases and continuing the

REP maintenance of expensive stand-al one sol ution for fAothero

would be financially burdensome and would thus thwart the wide implementation of

S iSupport.
21. For details on which requirementioarl a
Haveo functionalities see the relevant
22. iISupport must be usable regardless of whether the other country involved in the

application uses iSupport or not. This means that in addition to sending applications and
attachments electronically to the other State via secure iSupport communication, iSupport
must allow for the production of all necessary documents for paper applications.
Furthermore, it will be necessary that all automated processes triggered by an electronic
sending of applications can be activated manually, when a paper application is prepared.
The universal usability of the iSupport case management system is a necessary
requirement. See also the descriptions of the detailed functionalities in this regard below
(see for example, paragraph 111).

The iSupport system will have ability to maintain cases that fall within the scope of the Regulation
or Convention as well as other international cases. The cases that do fall within the scope will be
identified as such in order to direct the transfer of information between the requesting and
requested state through the appropriate iSupport procedures.

As we understand, the procedure is that if the requesting state uses iSupport, then submitting an
initial application will automatically trigger activities which result in transactions being sent to the
requested state. The system will also have the capability to be able to initiate activity manually at
any time. If the requested state uses iSupport, then the transactions will be transmitted through

© 2015 Protech Solutions, Inc. Page 8 of 168
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e-Codex. If the requested state is non-iSupport based, then appropriate documents will be
submitted from the requesting state.

If the requesting state does not use iSupport and the requested state does use iSupport, then the
requested state could enter the information received from the requesting state into iSupport
manually, if required.

3.2 User language
3.2.1 Front-end (user interface) available in both English and French;
Capacity to use the front-end in other languages

23. The iSupport case management system will be produced with a user interface in
English language and a user interface in French language. It will be up to each Central
Authority which language version they want to use. The system must therefore allow the
entry of the preferred language of usage. The provision of the interface in English and
French as well as the ability to change the preferred interface language per Central
Aut hority is a AMust Haved requirement.

24. Since States with official languages other than English or French might wish to
use the front-end in their own language(s), adaptation of the front-end to use in other
languages must be facilitated. This could, for example, be done through making available

MEE a list of all items used in the front-end and allowing for an easy implementation of the

3.2 translated term into the system to set up the different language version of the front-end.
The capability of using the case-management system in languages other than English or
French is a AMust Haveo requirement. Thi
that a later use of the front-end in a language other than English and French is possible.

25. The translation and implementation work related to the creation of a different
language version, however, is entirely the responsibility of the individual States.
Development of the front-end in languages other than the English or French is for the
purpose of the i Support project falffice®Wonobt
additional funding is obtained, the development ofthe front-e nd i n Spani s h
Haveo requirement.

The system preferences will be maintained as parameters in a table. One such parameter is the
APrefer feemd Hrammtu a gretidelangBagessetdn the Reference Parameters screen
by the Central authority of the state, the iSupport screens will display in the language selected.
The authorized worker will have the ability to change the language preference, at which time, the
front-end will change to display in the language selected. Because of this localization file
approach, the system will be easily able to adapt to future requirements of accommodating
languages other than English and French.

3.2.2 Use of multiingual Forms independent of front-end language

© 2015 Protech Solutions, Inc. Page 9 of 168
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RFP
3.2

I n

26. Independent of the language of the user interface, the system must be able to
auto-generate Forms in a number of languages (see next paragraph). Multilingual
Forms have been created under both the Convention and the Regulation to simplify
communication between Central Authorities and to overcome language difficulties. With
a view to facilitating translation of the content of the Forms from one language to
another, most of the information transmitted by the Forms is collected using tick-box
choices. The free-text fields refer, with some rare exceptions, to language neutral data,
such as names, dates and reference numbers etc.

27. The Convention Forms are currently available in English and French (and will
be available in Spanish by September 2015) but all mandatory Forms under the EU
Maintenance Regulation are available in 22 of the 24 official EU languages. The
Regulation provides that the Forms must be sent in the official or otherwise indicated
language of the requested State. Some States use more than one language, such as
Belgium, which has three official languages.

28. The system must provide for sufficient flexibility to determine the language(s) of
the output of the Forms (see further un
the output in different languages independent of thefront-e nd | anguage.
Haved requirement. I n addition to creat
receiving State, the sending State must always be able to create a copy of the Form in
therownl anguage for their own records. Thi

29. To support this capacity, the default preferred language for the Forms for each
State and by legal instrument should be stored in iSupport following the official
notifications byeach St ate. This is a AShould Have

30. iSupport should offer the administrator the ability to set or change a default
language for the Forms output for each individual State under the Convention and
Regul ation. Thi s i s ios, atith® baselelvell the-haanual @additioh /
change of the language for the Forms output in the casework must remain possible,

see above paragraph 28.

the same way t-batd GBRngtiegeedi Braentored i

n

our

table,wewi | I al so store a reference for APreferred FoO
to be generated, the system will refer to this table to determine the preferred language for the
State receiving these forms and by legal instrument and generates forms to suit the language
needs of the receiving state.

A copy of the form will be saved by the state sending the form in the language preferred by the
state. Case level preference of language can be set or modified by the administrator. In instances
where there is a different language preferred at case level, the forms will be generated using that
language preference. Otherwise, state level language preference is chosen.

3.2.3 Special character neutrality of all entry fields in the front-end

W)

~; protech
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31. The system will be used internationally. Independent of the language in which
the front-end is used, the system must allow for output in other languages. Therefore
the system and the database must be able to cope with all kind of accents and special
characters that may appear i n apimmamnasoful a
foreign courts or other foreign authorities. The search tools must also be adapted to
these particularities (see further wunde

32. The iSupport system should allow unrestricted language entry in all case and
actors entry fields.. However, in the first phase, iSupport will primarily be used for the
entry of characters from Latin alphabet based languages, including all special

MR characters that are found in the EU Latin alphabet based languages (such as for

i e xampl andiido in Czech and fAj0 or Finni
fields that allow the entry of any character from Latin alphabet based European
Languages is a AMust Haveo. Il deal | vy, t h
caseworkers to enter characters from other languages they do not have on their
keyboar d. This is a ACould Haveo requir

should be able to also allow the entry of characters from other alphabets, such as
Cyrillic, as needed by Contracting States to the 2007 Hague Maintenance Convention.
This is a AWondt Haveo requirement f o+
tool for these other alphabets. It is to be emphasised that iSupport must be created in a
way that allows adding the functionality for language entry from other alphabets in the
future AMust Haveo.

The iSupport online screens will allow the entry of any character from Latin alphabet based
European Languages. The data entered on the screens will be captured in the database that
allows for all characters from Latin alphabet. Symbols tool will be provided in the toolbar to allow
the workers to enter alphabets that are not allowed on standard keyboard. This design will be
easily adaptable for future requirements of language entry from other alphabets.

3.24 Homogeneous terminology

33. The terminology used in the EU Maintenance Regulation and the 2007 Hague
Convention is not always consistent. For example:
Aidef endant o (Regul atiom) /

respondent
Al egal aido (Regulation) / I

f
nl egal assi
RFP .

34. The screens of the case management system should be compatible for the use
in Regulation / Convention and other international maintenance cases. If one term
cannot be used in all scenarios, the two terms must be displayed, for example

Adefendant / respondent 0.

=
(N

35. This is a AShould Haveo requirement.
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In instances where the terminology is different between EU maintenance Regulation and the 2007
Hague Convention, the screen will have both the terms on the screen. Where there are more than
two terms to mean the same element or the representation of two terms is too long, help text will
be provided for the screen to display the different associated terms. This may lengthen label
names and sometimes it may not be practical to show both. In such situations, Protech uses
tooltips to show long labels if space is a constraint. If space is inadequate to show both terms, it
will be shown in full as a tooltip.

3.3 ISupport providing guidance to the caseworker
3.3.1 Procedural help text per application and system validation

36. The i Support system wil|l provide fsu
guidanceo to the caseworker supporting
discretion in the case handling. Procedural help text will be made available throughout
the system. Access to help texts will be optional i.e., available to be consulted upon
demand. In addition, in certain clearly defined situations the system must validate the
work completed by the caseworker and prevent the caseworker from proceeding in the
event a step is missing. This will, for example, be the case if a caseworker tries to send
an EU Regulation Form that does not contain all the mandatory required information.

37. The procedural help text will cover the work process steps that should be taken
with regard to each application, outgoing and incoming, under both the EU
S Maintenance Regulation and the 2007 Hague Convention. The text for the procedural
3.3 help will be provided by the Project team during the Project phase. The availability of
proceduralhelp t ext for the Regulation and Con
The provision of procedur al hel p at the
the Field | evel it is a ACould Haveo re

38. As concerns validation, iSupport will have to control, in particular, the sufficiency
of data to auto generate the Forms, and the availability of the mandatory attachments
for each application / Form. Furthermore, an optional validation (implemented at the
option of each State using iSupport) will have to be implemented to check the
applicability of the EU Maintenance Regulation and the 2007 Hague Convention.

39. The | mpl ementation of the validation

Procedure help will be provided in two levels: the iSupport Procedures document and the Screen
Level Procedures document. The iSupport Procedures document will be accessible from any
screen on iSupport and contains the procedures for the entire system while the screen level
Procedures document is accessible from the specific screen and will contain the procedures
relating to that screen. Field level codes, their values, and their descriptions are displayed in
dropdown lists or as lookups for all fields containing finite number of values.
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Workflows will be created for each process defining what the next suggested activity would be
based on the current step. The caseworker will be able to override the suggested activity and
choose another appropriate activity, where needed.

A reference screen will be provided to maintain the applicability of the EU Regulation and the
2007 Hague Convention. In addition, the screen will contain the list of associated forms for
incoming and outgoing applications of the states under EU maintenance Regulation and 2007
Hague Convention. For each application/form, a checklist of required attachments for each state
will be displayed a screen. This allows for caseworker to determine if the case is ready to be
moved to next step or not.

All data elements associated with a form and the attributes of the data elements will be displayed
on a screen. The attributes include Check Box/Dropdown/Text Box/Freeform, data type, length of
the field, required field or optional field, System-derived field or User-input field etc.

Based on these attributes, the system will either generate the form or throw an error depending
on whether or not all the validations and the required business rules are met.

3.3.2 Additional help texts

40. In addition to the above mentioned procedural help texts, the system could
provide information to assistin the entry of data. For example, there could be help
icons on a screen or for a field to give more detailed information on what information
RFP W
33 should be entered. These addi ti onal hel p texts are

41. All help text can be modified by the manager / administrator, see paragraph 50
et seq.

Additional help texts will be displayed and if a lengthy amount of information would be helpful, the
help texts caninclude hyperlinks. The administrator will be able to modify the help text as needed.

Further help is provided in the ufedhatalovsftheiiséri el d v
to view field level codes, their values, and their descriptions in dropdown lists or as lookups for all
fields containing a set of values.

3.3.3 Availability of guidance documents
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RFP
3.3

42. A number of documents to assist the caseworker in case management will be
made directly available in iSupport. These include:

Primary resources:

The Regulation text

The Convention text

The caseworkers handbook (Convention) i in English , French and all EU
languages

The practical Handbook i Romania (Regulation / Convention) T in English,
French and all EU languages

Country profiles (with every of the regular update the latest version can be
included) 7 in English , French and Spanish

Secondary resource:

The Explanatory Report to the 2007 Hague Convention 1 in English, French
and Spanish

S N S

43. All In addition, the EU factsheets existing for each EU Member State will be
made available either directly or through the inclusion of a link to the relevant e-justice
portal page. States will update the fact sheets at least once a year. The month of
update is however, left to the States. The up to date information must be available in
iSupport. A link could be the easiest way to give access tothe most recent information
however, as certain Central Authorities restrict Internet access even where a link is
used a copy of all the documents should be made directly available in iSupport in PDF
or equivalent format.

44, A hyperlink to the HCCH website and the iSupport pages should be provided.
Hyperlinks should open in a new window.

45. Furthermore the information on competent administrative authorities instead of
courts listed in Regulation Annex X and the information on competent authorities listed
in Regulation Annex Xl, both adopted in November 2011 must be made available in
some way in iSupport.

46. The EU is currently creating additional documents of guidance, including
guidance to the completion of Forms as well as a checklist prepared by Central
Authorities for their counter-parts. Finalising of the latter documents is expected before
the end of 2015 and will have to be included in some way in iSupport once it is
available.

47. Making all of the above-mentioned guidance documents (see paragraphs 42 et
seq.) available in i Support is a fiMust
documents directly available in iSupport should be supported. At a minimum there will
be an update of each document once a year. The latter is for the responsibility of the
service provider (see paragraph 460).

48. The Country Profile mentioned above is created in a dynamic form and could be
ailable in a future edition of i Suppo
0

v
Wono6t ebuaemend r

ot
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49, Furthermore, there should also be place in the system where States can upload
their individual training materials. Th

All resources listed in the above requirements will be available as hyperlinks. Documents that are
limited to the use of the individual states will be available as local hyperlinks. Any modifications
made on these documents will display only within the iSupport of that state. Documents that need
to be uniform across all states will be maintained as a link at e-justice portal. Any modifications
made on these documents will be displayed on iSupport systems of all states. Documents
required to have direct access will be placed on iSupport as PDF or other preferred formats.
Hyperlinks to HCCH website and any other useful websites will be available oniSupport. Provision
will be made for each individual state to load their own training materials and other reference
documents.
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3.34 Customisability of help texts

50. Default help text for the system will be general and will not take into
consideration the organisation of processes and requirements of case handling in
different States. In order to allow Central Authorities the flexibility in case handling they
need, it is important that they can adapt the help text to their context.

51. For help texts concerning a process or required steps to be taken, the
customisability of help texts becomes crucial. There may be situations where a specific
default good practice order for steps to be taken by the caseworker would be in conflict
RFP [ . Rl
33 with the best practices for the individual country.

52. Caseworkers are required to follow internal guidelines in each Central Authority.
iISupport should therefore allow the manager or administrator to modify the available
procedural help texts (see above fA3.3.1
system validationfi). This is a AShoul d

53. The option to modify the addit i ohhelp
textso) is a fiCould Haved requirement.

The central authority administrators will be able to modify the help text based on the internal
guidelines of each state. As mentioned earlier, workflows will be created for each process defining
what the next suggested activity would be based on the current step. The caseworker would be
able to override the suggested activity and choose another appropriate activity, where needed.
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3.4 Templates
34.1 Skeleton Template
54, iISupport must provide the option to auto generate a skeleton letter from data

included in iSupport on the case and / or an actor. The data for the letter to be auto-
populated mustinclude:

A the name of the recipient of the letter (the person, body or authority involved in
the case),
A the name of the sender,

A the address of a the recipient,

A the address of the sending Central Authority,

A the I Support case number (see fib5. 3.1
case number o),
A the iSupport applicat i on number i f any (see fA5.
number i),

A the name of the debtor,
A the name of the persons for whom maintenance is sought,

A the type of application,

A the internal case reference number(s) for the sending and receiving State, and
A the date of creation of the letter.

RFP
3.4

55. The actual text of the body of the letter will have to be filled in by the

caseworker. Editing of the letter with Microsoft Word, within iSupport must be possible.
Copy and paste function must be available (seebe |l ow A 3. 4. 2 Abi |l it
Wor di) .

56. The possibility to create such a skeleton letter addressed to a person, body or
aut hority of the caseworkerdéds choice is
have more than one address in the system, the most recent address, identified as
Afactiveo address (see paragraph 222) wi
requirement. The address can be replaced manually by the caseworker, should the
letter have to be addressed to an older address of the recipient. iSupport could also
enable the caseworker to choose the appropriate address for the template. This is a
ACoul d Haveo requirement .

Each form is given a unique Form ID. For each form, all data elements associated with the form
and the attributes of the data elements will be maintained on a screen. The attributes include
Check Box/Dropdown/Text Box/Freeform, data type, length of the field, required field or optional
field, System-derived field or User-input field etc.

Based on these attributes, the system will either generate the form or throw an error depending
on whether or not all the required data elements are populated. The fields listed in the requirement
above and their attributes will be set up for each form ID. The caseworker will have the ability to
type actual text of the body of the letter or copy and paste from another document. Editing the
document includes editing the text or the data. The caseworker will be able to edit the document
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until the document is transmitted to the other state. After the transmission, the form can only be
viewed. No modifications will be allowed.

The system defaults to the latest active address of the recipient. A list of addresses maintained in
the system will be displayed. The caseworker will be able to choose a different address of the
recipient or edit the documentto enter an address that does not exist in the system.

3.4.2 Ability to use Microsoft Word

57. Microsoft Word should be able to be opened in iSupport, provided it is installed
REP L he | o_c_al system. The abi_l ity to use

requirement. The ability to also useotherword-pr ocessing softwar e
3.4 requirement. See paragraph 375 concerning the ability of iSupport to deal with open
source formats.

Microsoft Word will be used in iSupport. The ability to use other word-processing software will be
considered based on the availability of time.

3.4.3 Thirty Pre-set Templates

58. iSupport will contain 30 auto-generated templates, available in both English and
in French, which will have additional text beyond that identified for the skeleton letter.
The text for these templates will be provided to the programmers prior to the

REP commencement of the programming.

X o The inclusion of upto 30pre-s et t empl ates is a fAMus
addition, iSupport must have the capacity for templates to be added in the future. This
is a AMust Hatveo requiremen

For the forms with boilerplate text identified, the system will maintain the text. At the time of
generation of the form, the text and the data will be merged and displayed for the caseworker to
edit the form if required. iSupport will have the capability to add new templates in future.

Protech will work with the iSupport team to make available the 30 pre-set templates.

3.4.4 Customisability of Templates

REP 60. Furthermore, it is very important to allow States to modify the pre-settemplate
text for the 30 pre-set template letters. This is important to adapt the template text to
national requirements and to allow for the sending of these letters in a language other
than English or French.
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61. The manager / administrator should therefore have a tool to change the pre-set
template texts other than the pre-set auto populated fields in the letter.

62. This is a AShould Haveo requirement.
63. In addition, the manager / administrator could be provided with a tool that allows
him / her to create new templates including auto-populated fields of his / her choice. That
is to say the tool could allow the manager / administrator to choose from a list of auto-
populate-building blocks to setup a new template.

64. This is a AWondt Haved requirement.

The manager/administrator will be able to change the pre-set template text. The forms generated
from then on will have new version of the template. The historical versions of the templates are
maintained in the system. When an already generated form is viewed, the correct version of the
template is merged with the appropriate data and the document is displayed.
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3.5 Logging of changes and viewing access & accessibility of audit trail
35.1 Logging of changes and viewing access

S |l d prampde/ foaudi th Tti mai |

hou

See for furt haemrd tteichhend tcarhp @
66. In order to not compromise the speed of the system, records concerning changes
to data in the system should, with some limited exceptions, be stored at the level of the
screen not field.

67. The information that must be recorded is:

A which screen has been changed,

A the new field value,

A the previous field value,
RFP RN username for person who changed the data,
35 A when (date and time) was it changed.

68. Two exceptions need to be made: changes to (1) address information and (2)
banking information. This information must always be recorded and stored at the field of
data entry. See also further under #A5. 9.
i nformationo.

69. For the recording of Aviewso it is s
case and when but not exactly which information was viewed in the case.

70. For the prioritisation of the above-d e s cr i bed f unct i on-aidi t
ti mestampo.

Case related and actor related data modifications will be recorded in the system as well as form
templates and other party related data. For example, ifan act or s name |
caseworker, the existing record will be end-dated and a new record will be inserted with the
modified value. The end-dated record will have details of which user modified the name, the date
and timestamp of the modification, and the screen from which it was modified.

The individual screens that maintain the current information will have a History button at the
bottom of the screen. Clicking on this button will enable the history record view with a highlight on
the field(s) that have been modified. For all types of records, including address and banking
information, the worker will be able to view the history records, the user name, and the date and
timestamp of when the change occurred.

For recording of views, a separate screen will be provided to display the screens accessed by
any caseworker, the key information on the screen, and the date and timestamp when the data
was viewed. The access level for history data could be restricted to managers or administrators.

Protech will work with the iSupport Team to identify the transactions for which an Audit trail is
required and implement it.

3.5.2 Accessibility of audit trail
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71. With some limited exceptions, all recorded viewing access and changes will
generally only be available in the back-end. Thus only technical staff will be able to
access this information, when needed, for example, for an inquiry for fraud or negligence.

72. For changes of address, a complete history will be saved and has to be
accessible within the case (not only through the audit records) to the caseworker
MEE together with the information on when the information was modified and by whom. This is
3.5 a Must HaveoO requirement. The same requi
Haveo), however , the record of when and
added does not necessarily have to be made available in the case. It would be sufficient
for the information -about who changed the banking details to be accessible in the audit
trail by the technical staff. Making available the history of who changed the banking
details and wheninthefront-e nd i s a A Shoul d Sé¢durthercundere q u
n5. 9.2 Particularities of address and bas

As mentioned above, Case related/Actor related/Form templates/Other party related data

modi fications would be recorded addressithrmodifedlyt em. F.
the caseworker, the existing record will be end-dated and a new record is inserted with the

modified value. The end-dated record will have details of which user modified, date and timestamp

of the modification, the screen from which it was modified. The individual screens that maintain

the current information will have a History button at the bottom of the screen. Clicking on this

button will enable the history record view with a highlight on the field(s) that got modified. For all

types of records, including address and banking information, the worker will be able to view the

history records, the user name and date and timestamp of when the change occurred.

For recording of views, a separate screen will be provided to display the screens accessed by
any caseworker, the key information on the screenand date and timestamp when the data was
viewed. The access level for history data could be restricted to managers or administrators.
Protech understands that the access to audit trail assessmentneeds to be only from the backend.

3.6  Access Rights

3.6.1 Non-combinable profiles of access rights for members of Central
Authorities
3.6.2 Combinable profiles of access rights for members of Central Authorities
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73. iISupport must provide different sets of access rights giving Central Authorities
sufficient flexibility to adapt the access rights to the iSupport system by different
members of staff based on their unique internal structures and policies. Ideally the
profiles should be set up in a way that a combination of roles / access rights is possible,
to allow significant flexibility.

74. Should a combination of profiles not be possible, iISupport must provide at least
NS for the following access rights profiles: (see original figure)
3.6
75. The availability of the above-mentioned profiles is a minimum requirement and
thus a AMust Haveo requirement.

76. Should profiles be combinable the following profiles could be implemented
instead. (see original figure)

77. Thepr ovi si on of combinable profiles

Combination of profiles is possible in the proposed iSupport system. The same user could be in
two different roles, say, for example, be a Registrar A and a Caseworker B. The user will have
access to a screenif any one of the roles allows for access to that screen.
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3.7 External Access to iSupport

78. The process of handling international maintenance cases involves many
different stakeholders. Depending on how States organise the handling of
MEEN international maintenance cases, more than one body can be designated to fulfil
<A certain Central Authority tasks. Besides Central Authorities, a number of other State
authorities get involved in these cases such as authorities competent for the
establishment of maintenance and authorities responsible for the enforcement of
maintenance claims.

All users and their roles could be defined in the iSupport system to restrict the access to required
functions of the system.

3.7.1 Remote access to iSupport for Central Authorities

79. In States where a Central Authority is working from two different locations or
where two or more bodies share the Central Authority tasks, it must be possible for
the State to use one iSupport system for all of these authorities by providing remote
Sjsepaccess to one_i nstal/l at | on of i Support
37 would have access to all data in the system. Restrictions related to access rights
: assigned to member of the remote working body would limit certain data access. The
remote access could also be used for members of Central Authorities working from a
distant location or from home. Providing remote access to iSupport from multiple user
| ocations is a AMust Havedo requirement

iSupport system will be installed centrally and it will be one system per state. This means that
there will only be one database associated with this system per state. The users will have roles
that restrict access to certain functions of the system as required by the state. These roles could
be added/modified online by the system administrators as the requirements for these roles and
users change.

To access system remotely, authorized users will be able to VPN/remote access to the iSupport
system.

3.7.2 External access of competent authorities not part of the Central
Authority
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80. iISupport will assist States in the fulfilment of their obligations under the EU
Maintenance Regulation and the 2007 Hague Convention. iSupport will primarily
facilitate the Central Authority case management but will also assistin the effective
exchange of data and information between Central Authorities and competent
authorities outside the Central Authority within the State. To the extent feasible, direct
access of these authorities to iSupport to enter information and to receive certain
information concerning individual cases should be included.

81. The external competent authorities that could exist in a number of States can
be grouped as follows:

A The authority of origin of the decision / court settlement/ authentic instrument,

which is responsible for completing the extract / abstract in form of the Regulation
MEES Annex |, Il (I or |V or in the CoFome
3.7 B The authority assisting the applicant with completion of the application under

the EU Regulation: Part B of either Regulation Annex VI or Annex VII. This task is in
the hands of courts but can in some States also be fulfilled by social welfare bodies.

C The authority competent for the maintenance establishment (in modification
cases, the authority competent for the modification).
D The authorities competent for the enforcement. These may include the

authorities involved in the process of declaration of enforceability or registration, the
authorities involved in taking enforcement measures as well as the baliliff enforcement
of ficers invol ved, f or exampl e, i n sei

82. There are some States where part or all of the mentioned categories of
authorities are all part of the body designated as CA (for example Norway). For these
States the question of external access of competent authorities does not arise.

The states will have the ability to add users and associate appropriate roles/profiles to these
users. Based on the roles/profiles, the access to screens will be restricted. The information that
needs to be transmitted to the other state could either as part of an automatic trigger or a manual
request by the caseworker.

3.7.2.1 External access of authorities category A or B

83. Authorities of the above-mentioned category A and B would not need any
information from iSupport but would only enter information. The capability of these
authorities to complete the Forms directly in iSupport or at least to be able to submit
M= the data electronically to the Central Authority would be of considerable assistance.
<A This could be achieved in two possible ways:
(1) by giving these competent Authorities access to iSupport for the purpose of
completing the Forms Regulation Annex |, II, 1l or IV or Part B of Annex VI or VI as
well as the Convention Form AAbstract
have any viewing or editing access to any data in iSupport, or
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(2) to allow the electronic submission of data by uploading electronic Forms into
iSupport. iSupport could issue a temporary processing number when receiving an
electronic form. The caseworker could import the data contained in the Form into the
case when the case s fully opened in iSupport.

84. The capability of the competent authorities to complete the Regulation
Annexes |, I, lll or IV or Part B of Annex VI or Annex VI as well as the Convention
Form AAbstract of a decisiono directly
a AShould Havedo requirement.

85. The option for completion of the application Forms Annex VI Part B or Annex
VII Part B directly in iSupport or to submit the data electronically, could also be
provided to individual applicants, such as the parent seeking maintenance for herself
and her children or the parent owing maintenance wishing to modify a decision.
Making this option available is a fACou

86. A State may decide to provide an online fillable Form for above mentioned
authorities and applicants, not using the iSupport system. iSupport will provide a plug-
in, which the State can use to build an import functionality for this data, but the State
is responsible for the export of the data to iSupport. The provision of this plug-in is a
necessary requirement, prigrittsationi 1 7. 4 Pl ug

Based on the appropriate profiles given to authorities in Category A or B, the user will be able to
enter the application data into iSupport system. Where the states have capability for the applicants

to enter

their application on the web and submit the application in an electronic form, iSupport

system will have a plug-in the states can use to be able to export data from the external source
to the iSupport system.

3.7.2.2 External access of authorities category C or D

RFP

87. For the authorities of the categories C and D the situation is different as they
would not only enter information into iSupport but they also would benefit from access
to certain information and documentation available in iSupport.

88. Authorities of the category C could enter information concerning the
scheduling of court hearings and the progress of proceedings as well as concerning
the final outcome. With respect to completion of an extract / abstract of a decision
they would come under category A and would benefit from any solution in place for
this type of authority. Authorities of the category C may need access to all documents
and information concerning the establishment/ modification of the decision, however
this would be only in relation to an individual case. In general, most of the necessary
information and documentation will be transmitted to the authorities in category C
using the relevant Forms.

89. Authorities of the category D could enter information on the progress of the
enforcement and the status of the payments i.e., the amount received from the debtor
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and the amount transferred to the requesting State or creditor. They need access to
documents and information assisting in the enforcement. Again, this data exchange
would be one concerning an individual case and most of the necessary information
and documentation will be transmitted to the authorities using the relevant Forms.

90. The provision of direct access to iSupport for authorities in categories C and D

is much more complex, since they would need individual case specific information
and would input information that is not standardised in Forms. Giving these
authorities viewing access to all cases could also be problematic since they may not
have the competency or need to view all cases. A solution may lie in some kind of
privileged messaging system between Central Authorities and these competent
authorities. This could in the future be developed as a part of iISupport. For the time
being, however, the capability of the authorities of category C and D to have access
to I Support is considered a AWondt Hav

Security access to screens could be restricted only to workers associated with the case. At the
time that the case is created in iSupport, the system will derive the appropriate workers
associated with the case, which include workers under Category C and Category D. These users
will be able to view information only if they are associated with that case. The capability for data
exchange through forms also exists in iSupport.

3.8 Forms
3.8.1 Implementation of the Regulation and Convention Forms in iSupport
91. As explained under fAUser | anguageo

both the 2007 Hague Convention and the EU Maintenance Regulation to simplify
communication between Central Authorities and to overcome language difficulties. The
implementation of these Forms will be at the core of the creation of the iSupport case
management system. The system must be able to auto generate all the Regulation and
Convention Forms and auto populate the fields in the Form with the data saved in the
system. As a consequence, the system must allow for a comprehensive data collection
corresponding to the content of the Forms.

92. The ability of iSupport to completely auto-generate and auto-populate each of the
RFP : . . ~
38 Regul ation and Convention Fotms is a fiMu

93. In view of the factthat certain Forms may not be completed by the Central

Authority but might have to be completed by others, all Forms must also be available as
empty templates in the system to allow forwarding these Forms for manual entry rather
thanauto-popul ati on. This is a ACould Haveo

94. All application Forms must be able to be printed in PDF or other equivalent
formats for filing / archiving purposes if electronic files have no legal value under the law
of State of the Central Authority. Forms may also need to be printed for sending

purposes if the other State involved has

requirement.
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Forms will either be triggered automatically when certain task is completed in a workflow or
generated manually by the user. Forms will be generated in the language preferred by the
receiving state but a copy of the form will be stored in the language preferred by the sending state.

Each form is given a unique Form ID. For each form, all data elements associated with the form
and the attributes of the data elements will be maintained on a screen. The attributes include
Check Box/Dropdown/Text Box/Freeform, data type, length of the field, required field or optional
field, System-derived field or User-input field etc.

Based on these attributes, the system will either generate the form or throw an error depending
on whether or not all the required data elements are populated. The fields listed in the requirement
above and their attributes need to be maintained for each form ID. The caseworker will have the
ability to type actual text of the body of the letter or copy and paste from another document. Editing
the document includes editing the text or the data. The caseworker will be able to edit the
document until the document is transmitted to the other state. After the transmission, the form can
only be viewed. No modifications will be allowed.

iISupport system will have ability to print the document with the data auto-populated or create a
blank document with only boilerplate text where the user could enter all the data manually. Also,
any transmission of data by means of electronic file could be saved within the system as an
electronic file or as a form. The preference of storage will be maintained in the Reference Master.
Printed Forms can saved as a PDF and a reprint can be done at any stage.

The system defaults to the latest active address of the recipient. A list of addresses maintained in
the system will be displayed. The caseworker will be able to choose a different address of the
recipient or edit the document to totally enter an address that does not exist in the system.

3.8.2 Validation 7 check for completeness of outgoing forms

95. Before allowing the sending of an auto-populated Form via the iSupport
secure communication from one State to another, iSupport will validate the
completeness of the Form. Not all information collected in the Form is mandatory
REP information_and the.sys_tem_wil_l assist the c_asevv_orker by h?ghlighting where
38 mandatory information is missing. Information will be considered as complete where

either a value is present or the vmanadad
i Not Knowno. I f mandatory information
to be sent but will allow the saving and printing of a draft Form. The described

validation is a fAMust HaveOo requi roeamen

check will also comprise a check for completeness of the necessary attachments that
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are to accompany certain Forms (a detailed list of mandatory information per Form
and to be attached documents will be provided before the programming).

96. The means that iSupport uses to assist the caseworker in the completion of
the necessary information is to be determined. At a minimum, the system must list
and display the missing information. T
options include providing links to the relevant screens to complete the information.
Alternatively the system could provide a separate screen for the entry of the relevant
information, which would then complete the relevant fields in the database. Whatever
solution is chosen, it is mandatory that the missing information be entered into in the
database itself and not just into the Form. This is important because should the Form
need to be regenerated, it will only contain the information that is in the database.
Providingameanstosuppor t t he caseworker to ente
Havedo requirement.

Each form is given a unique Form ID. For each form, all data elements associated with the form
and the attributes of the data elements will be maintained on a screen. The attributes include
Check Box/Dropdown/Text Box/Freeform, data type, length of the field, required field or optional
field, System-derived field or User-input field etc.

Based on these attributes, the system will either generate the form or throw an error depending
on whether or not all the required data elements are populated. The error message displays the
data elements required to be filled for the form to be completed. The user could then enter the
information on the appropriate screens so that the form will get auto-populated. An incomplete
form can still be saved in the system as draft.

The caseworker will have the ability to type actual text of the body of the letter or copy and paste
from another document. Editing the document includes editing the text or the data. The
caseworker will be able to edit the document until the documentis transmitted to the other state.
After the transmission, the form can only be viewed. No modifications will be allowed.

3.8.3 Forms that are to be implemented and made available in iSupport
97. The following Forms have to be implemented for Regulation based work in
iISupport:

A The mandatory EU Regulation Annexes | to IX
A The recommended EU arrears Form
See A The adapted recommended Convention status report Forms
3.8 R The following Forms have to be implemented for Convention based work in
iISupport:
A The mandatory Convention Forms Annexes 1 and 2
A The recommended Convention Forms
A The adapted Form for the request for a specific measure
A The adapted arrears Form
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99. The implementation of all the above-mentioned Forms (paragraphs 97 and
98), which includes the ability to auto-populate the Forms from the iSupport database,
validate for completeness, generate the Forms, print the Forms and transmit the
Forms with iSupport is a necessary requirement, see paragraphs 95et sec.

100. For the Regulation Annexes V, VI and VIl the particularity that Part A and Part
B is to be filled in by different actors needs to be taken into consideration. The system
needs to allow for a separate treatment of these two parts as concerns, auto-

popul ati on, printing and validation pr
101. Certain of the above-ment i oned For ms avail abl e
such as the adapted arrears Form could also be made available for non-Convention,
non-Regul ation cases. This is a ACould H

All the identified forms, form templates, associated data elements, and data element attributes
will be stored in the system. The forms will be classified as Regulation specific forms, Convention
specific forms and Instrument neutral forms. The attributes include Check Box/Dropdown/Text
Box/Freeform, data type, length of the field, required field or optional field, System-derived field
or User-input field etc. Depending on the state to which the form is sent, the associated form
template will be chosen for generation.

The system will either generate the form if all the required data elements are populated. If any of
required elements of the form do not have data populated, the system throws an error. The error
message displays the data elements required to be filled for the form to be completed. The user
could then enter the information on the appropriate screens so that the form will get auto-
populated. An incomplete form can be still saved in the system as draft.

The caseworker will have the ability to type actual text of the body of the letter or copy and paste
from another document. Editing the document includes editing the text or the data. The
caseworker will be able to edit the document until the document is transmitted to the other state.
After the transmission, the form can only be viewed. No modifications will be allowed.

Protech shall implement the specified Regulation and Convention Forms with the necessary
validations and workflow between multiple actors.

3.9 E-file adapted electronic case management and user-friendliness
39.1 Fulfilling all technical requirements for e-file case management

102. iSupport should allow Central Authorities to move from paper file case
handling to an electronic case management. The system must therefore meet a very

REP high standard of data security to have the capacity to comply with the different

39 national _e-f_lllng requirements, which expect the same deg_ree of data integrity for
electronic files as in place for paper files. The logging of views and changes
mentioned above is a crucial condition for e-file case handling. Furthermore the
system must include safeguards that make it impossible to delete case data. All case
data has to be kept from the moment the case is created until it is archived. When a
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case s archived, the case data is not deleted but will be moved to a separate
database and can, when needed, be reactivated. The final deletion of case data after
archiving wil|l not happen in | Support
Archivingo for further details on the

103. The fulfilment of the technical requirement for electronic data integrity is a
AMust Haveo requirement. See for the s
performanceo.

Protech understands the need for a complete e-Filing environment with the associated security,
data integrity and archival capabilities for case data.

Any data added/modified will result in maintain current record and history record. Authorized users
will be able to view history records and see the highlighted elements where the changes occurred.
The change log such as the user who updated the data, date and timestamp, the screen where
update occurred will be maintained in the system. No data existing in the system will be deleted.
The archival process will leave key data in the current database and move the entire data relating
to the case in an archival database. Data integrity requirements and high standard of security
requirements will be handled in the iSupport system.

3.9.2 Practical requirements for paperless case management

104. In order to allow caseworkers to handle cases without paper support, iSupport
will have to fulfil certain "ease of use" related functionalities. A caseworker must be
able to open several documents at the same time in different windows. For example,
it must be possible to open a PDF (or equivalent) of the decision in a window beside
the case management screen on which data has to be entered. In addition, the
opening of at least three iSupport cases at the same time should be possible in
combination with the Actors Module screens.

RFP

3.9 105. The capacity of iSupport to allow for the opening of as many documents as

possible side by side and the opening of at least three iSupport cases and screens
from the Actors Modul e per c ashtawoerodker
requirement. It will of course depend on the local system on which iSupport is
installed whether there is a limit to the capacity of opening as many documents as
wished at the same time.

106. Creating additional tools for user-friendly paper less case management is a
ACould Haved requirement.

The iSupport system will allow for multiple sessions of the system active at the same time. For
example, the user will be able to open a case related screen in one session and actor related
screen in another session. Opening of multiple e-fles and multiple iSupport sessions
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simultaneously will be provided. The number of simultaneous sessions allowed and the number
of open documents allowed will depend on each individual state.

3.9.3 Print Option

107. Even though Central Authorities may be moving to paper-less case management,
many of the stakeholders involved in the international recovery of maintenance will still
require paper documents. Therefore, iSupport must offer the caseworkers the option to
produce a copy of the case or extracts of essential case information to be sentto certain
authorities.

108. There should be in particular print option for:
A Critical personal data including names, addresses and person identifiers for the
applicant, respondent, debtor (if different than applicant / respondent), and

REP persons for whom maintenance i s sough
39 A Decision and supporting documents (il
A All Forms (fAiMust Haveo)
A The case summary (AMust Haveo)
A Payments due end received (fiMust Have
A The case notes (fAMust Haveod)
A The full messages history (fAMust Have
AA full case copy (AShould Haveo)
109. I'n addition, as described earlier unsc¢

application and Form as well as attached documents must be printable, since a paper
sending might be necessary (AMust Haveod)

A Case Summary screen will be developed which will display case level details, actors details,
latest address of the actors, the obligation information, latest payment information, latest five case
notes, message history and recent activities on the case. Printing of forms, screenshots,
documents and pre-defined extracts will be allowed on iSupport system.

3.10 Default Values

110. For each Central Authority (database) a default address is required. This is used
to complete the Forms. This is a fAMust H

RFP

310 111. For each Central Authority (database) a default code is required. This is used,

inter alia, in Acase overviewsonthecase t he
numbers and to identify the mailbox forthee-CODE X messages ( s ee
CODEXo0). This is a AMust Haveodo requireme
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For each central authority, an assigned default code and the address will be maintained in the
system.

3.11 Copying a Case

3.11.1 Copying the content of an iSupport case to create a new iSupport case
3.11.2 Copying the content of a case from a national database to create an
iISupport case

112. iSupport offers the following ways to copy existing case information into a new
iSupport case.

113. It may be necessaryto create a new iSupport case that will contain basically the
same data as an already existing iSupport case. For example, if the debtor moves during
the case processing to another State and the enforcement will now have to be done in
M= this new State, a new case needs to be opened as the States involved in the case have
<l BN changed. iSupport should provide for the ability to create a new iSupport case by copying
the essential data from an existing iSupport case. Thisisafi Shoul d Havebo

114. States can choose to program by themselves an interface to enter data from
existing cases into iSupport. When programming the interface, States can use the plug-in
that i s provided by i Suppoingthe intesfaceitsgifbh7 . 4
i Support is a fiwonét Haveodo requirement.

When a case with similar case information needs to be opened, the user will be able to create a

new case with existing information by dheplgki ng on
in provided by iSupport system to export data to iSupport from the extract created from their local

case management system.
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4 Functional structure of the case management system, the

stability of the system and general navigation settings
4.1  E-file adapted electronic case management and user-friendliness

115. This chapter of the Deliverables Document provides an overview of the functional
structure of the iSupport case management system and the important navigation
requirements.

116. iSupport must provide a general navigation panel for the users to quickly access
the following modules of the system:
A The Casework Module
o Creating a new case
0 Working on a case (initiating applications, processing applications, case
communications, monitoring and reporting etc.)
o Closing a case
Archiving cases
A The Actors Module
o Data collection of contact details across all cases
0 Banking details for actors
RFP A The Task List (workflow)
4.1 o Showing all outstanding tasks with deadlines
o Offering tools to priorities the work on these tasks
A Support or Help area
0 Access to the Handbook for caseworkers etc. (as described above under
n3.3.3 Availability of guidance d
117.  For the Central Authority manager / administrator in addition the navigation will
include the:
A Management / administrator area
0 Managing of access rights and role allocations
o0 Statistics / reports
o Customising and defining target dates
o0 Customising help texts
0 Support or Help area

118. The inclusion of the above-mentioned modules, which will be described in more
det ai | bel ow, as wel | as an easy navigat
requirement.

The Process Menu allows the user to navigate to any screen in iSupport. The Process Menu
contains 5 tabs, one for each module. For example, Case Work module will be on one tab and all
associated screens in this module will be listed under this tab. The user will be able to navigate
to the screen after selecting the tab and clicking on the appropriate screen. There is also a faster
way to navigate to a screen, which is through Quick Navigation icon.

When Quick Navigation icon is clicked, a pop-up is displayed allowing the user to enter the screen
name to navigate to. The system allows for entry of partial or full screen name on this pop-up to
search for the screen. If the search results in multiple matches, a screen list will be presented for
the user to choose the appropriate screen.
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The system will be designed to provide consistent navigation to move from one screen to another
within a module or across modules. i Support wi

data entered on one screen will be automatically carried forward to another screen and related
data is pre-populated. When you navigate from an actor-based screen to case-based screen, the
first open case associated with the actor will be carried forward to display data on the case-based

screen.

411 Casework Module

RFP
4.1

119. The Casework Module will be the part where the actual casework will take place. Key
supported functions include opening a case, closing a case and archiving a case. Case data
can be entered and modified. The Casework Module will also include a number of case
management tools, such as the setting of caseworker deadlines and adding of notes to a
case. Also messages concerning the case will be sent and received here. The fulfilling of
individual case related tasks will be dealt with under each case. But the central tool for the
task management concerning all cases the caseworker works in, the task list, will be
accessible separately.

120. The main screens of a case will, in accordance with the case definition (see below),
need to be constructed in an application neutral way, since one case can involve more than
one application.

121. Ideally the first screen available under this module should be one that allows for a
case search and the creation of a new cas

122. The Casework Module must allow the entry of detailed case-data corresponding to
the requirements of the Foemad. Adélaled kstof data a
entry fields that need to be provided in the Casework Module will be provided before the
beginning of the programming phase.

123. The Casework Module will consist out of a number of sections between which an
easy navigation must be possible. The inclusion of all necessary sections and an easy
navigation between these sections is a necessary requirement, see paragraph 120. The
sections will include, inter alia:
Case summary (or overview)
Tools for case management (case related task management, caseworker deadline,
status of the case, responsible caseworker)
Case notes
Section displaying the requesting and requested CA and contact details
Section displaying the main actors (person(s) for whom maintenance is sought,
debtor(s), public body) on that case
Applications and requests
Decisions / agreements
Enforcement
Monitoring of funds on the case
Case-related documents

Messages

To o

Too Joo Joo To To To Too o I
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124. Depending on the proposed design, certain sections may be combined or
reorganised in the programming phase. Each of the relevant fields in the Form must find an
equivalent in these sections. A detailed list of fields that need to be included in each section
will be provided before the start of the programming.

125. The documents stored with the case could have type related icons to easily identify
them. See further under fA7.3 Case documen

126. The screen design for each screen of a case will have a header with the essential
itombstoneo dat a.

Protech understands the requirements relating to easy navigation and completion of the case
management functions and will implement it. Our solutions feature Case Search, Casework
management and Case Summary fairly similar to the functionality described in the requirements

Each screen will have Header section and Details section. The Header section will have a Find
button to search if the case entered on the screen already exists in the system. If not, the user
will be able to enter new case details. An Attachments icon will display on the case record to
indicate that there are attachments associated with this case. When a new case is created, a
caseworkerwill be associated with the case. The case worker can be entered by the user entering
case data or system can derive using the rules of assignment of caseworkers.

Actual screen design and possibility of organizing/reorganizing modules will be possible when
more information is provided during Programming phase.

41.2 Actors Module

127. The Actors Module in iSupport will be the place to enter and modify contact and
banking information (if relevant) for any actor in any case. This includes individuals for
whom maintenance is sought or who owe maintenance, as well as legal representatives,
public bodies, competent authorities and other stakeholders.

128. i Support will follow the approach of
opposed to a purely ficase basedo data cd
involved is kept in a place separate from the case data. If a new case is opened, the

REP client characteristics will be entered in a separate place and a link will be made between

41 that client data and the case. The advan

: data is that updates for addresses can be done centrally. It further allows the keeping of

comprehensive address history, which can be very helpful to track parties. As concerns
the archiving of data, the actor information will be archived together with the case with
which it is linked unless the actor is linked with another actor, not yet archived case in the
system. In the latter case the actor information will not be archived.

129. The collection of #Aclient basedo dat g
basedodo data is a AMust Haveo requirement
the roles of the different actorso).
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130. Ideally the first screen available in the Actors Module should be an actor search
and the option to adhowew Hawveonsr efhi s ei

131. The Actors Module will allow entry of detailed information on each actor
corresponding to the requirements of the
detailed list of data entry fields that need to be provided in the Actors Module will be
provided before the beginning of the programming phase.

132.  As concerns the structure of the Actors Module, screens for the data collected for
natural persons will differ from those collecting data on public bodies and other
authorities. The data entry should be divided into (1) general information, (2) contact
information, and (3) information concerning the bank accounts and payment instructions
concerning the actors. This is a AShoul d

133. The iSupport case number(s) of the case to which the actors are linked will be
displayed. For authorities and bodies linked to a large list of cases, the list might have to
be extendable. This is a design issue that, as other design issues, will be addressed in

the programming phase. This is a AMust Haveodo r e
are linked cases, the Actors Module will display whether that actor is a person for whom
mai ntenance i s sought, a debtor or a pub

Ha v e guirement.

134. In the Actors Module the caseworker will be able to capture the data on all actors
including contact information concerning competent authorities such as courts and
enf orcement bodies. This is a AMust Have

135. To protect individuals in domestic violence cases, access to contact information
and banking information can be (see furt
restricted access cases, all information concerning a certain individual and the data
concerning the cases in which this person is involved can be under particular protection
(see further under A5.10 Restricted acce

Actor information will be created in Actor related screens. An actor is linked to one case or multiple
cases. There will only be one actor record but the role of the actor in different cases could be
different. Actor could be one for whom maintenance is sought on one case and a debtor on
another case. The Actor-related screen might have three tabs, one for personal information, one
for contact information, and one for bank information and payment instructions. The header of the
Actor-related screen will display the cases in which the actor is associated in a dropdown box.

The central authorities of different states and public bodies information will be maintained on
Other Party screen. The Other party type such as Central authorities, Public Body, Competent
authority suchas courts and enforcement bodies, and Attorneys etc., will classifythe third parties.
A unique Other Party Id is given to each of these parties. These third parties are linked to the
case/actor appropriately.

If a case/actor is marked as under domestic violence, only users that have access to restricted
cases will be able to view all the information on these cases.
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413 The Task List

136. The Task List will contain a list of open tasks in relation to the overall caseload.
Each caseworker logged in with his / her iSupport profile, will have access to a task list
NS displaying all tasks concerning all cases he / she is responsible for. At the management
4.1 level the manager will be able to access an overall task list showing all open tasks of all
caseworkers. In addition, in each case all tasks relating to that case will be displayed.
See for further information on the funct

All open tasks will be displayed on WorkList screen. The logged in worker will have ability to view
all the open tasks of cases assigned to him/her. If the logged-in worker is in supervisor role, then
there is an option to see open tasks assigned to him/her or to see open tasks of all workers
reporting to him/her. The filter section in the header of the WorkList screen allows for filtering the
open tasks for a specific case.

4.1.4 The Library of Help/Support

RE 137. As described under #A3.3.3. Availabil:|
41 assisting documents will be made available in iSupport. The caseworkers must have
: easy access to this library of guidance.

All guidance documents will be available on iSupport for the workers to have easy access. As
explained earlier, Support/Helpdesk Area will be one of the tabs under the main Process Menu
and this tab will contain all necessary guidance documents.

415 Management / administrator area

138. Finally, for those accessing iSupport with a manager profile, a management/
HE= administrator area will be available. This will contain all described tools of manager and
administrator settings in iSupport, such as the definition of target dates for the casework.
This is a AMust Haveo requirement.

B
H

Management and Administrative area will be one of the tabs under main Process Menu. Screens
that relate to setting parameters and attributes that only administrators/managers are allowed to
modify, are placed under this tab.

4.1.6 Optional Favourite Screens

) © 2015 Protech Solutions, Inc. Page 37 of 168

protech

W)

S,




Case Managementand

|S u p pO rt Secure Communication System

139. iSupport could, in addition, provide the option to customise the navigation by
including bookmarked screens, which the caseworker could jump to immediately. For
example, the caseworker may wish to have a direct link to one of the guidance
HE= documents or might wish to have the option to jump to certain cases he / sheis currently
S working on directly.

140. Al Il owing for the customisability of 1
Haved requirement.

Allowing pinning certain documents or certain cases will be handled in next phase. Customizable
navigations will also be part of the next phase.

4.2  Stability of the System

141. A crucial requirement is that the iSupport case management system is stable and
must not compromise data entry integrity in the event of a system breakdown. Saving
data entered by the users is a required process. Providing the option to manually save
the data entry independent of whether an automatic saving process is offered in addition
or not is a fAMust Havedo requirement.

142.  Whichtool or tools will be offered to trigger the manual saving of the case or

actorso information is not prescribed. H
accessible and useable and must allow the saving of individual case or actor data on

each case; thise rnesqui Mmevuent HavEhere coul
screen; the user has to click to save th

requirement. There could also be the (additional) option to save the data with a
keyboard-s hor t cut . oThds Hasea HE€quirement .

RFP

4.2 143. There should be a mechanism to see the time of last update of the case or actors
information, to allow the caseworker to check whether the data entry has already been
saved. This is a AShould Haved requireme

144. i Support could offer functionality (
ensures that when a caseworker enters data on different screens of an open case the

data entry wil/l be kept in the system de
Haved requirement. i Support must maintai
without activating the saving, while the caseworker consults other screens of a another

case or another Actors Modul e. This i s a
closed without saving the data, the data entry or modification is lost. iSupport could offer
the option to prompt the user to save modified data where the caseworker leaves the

screen / case on which he / she has ent e
requirement.
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145. iSupport could, in addition, offer the option to save all data entered in at regular
intervals. This is a fAiWondét Haveo requir
choose the interval for auto-saving in any timeperiod upto6 0 mi nut es . | f
noauto-s ave of the data takes place. Thi s i

A Data Management tool bar containing icons such as New, Clear, Add, Modify, Delete, Print,
Exit, and Quick Navigation exists and is displayed above the screens. If the user makes changes
to data on a screen and tries to navigate to another screen or tries to exit from iSupport, the
system will prompt a message stating unsaved data will be lost and requesting that you confirm
that you are ok with not saving the data. To illustrate, screenshot from another Child Support
project is displayed here.
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4.3  General Navigation Settings
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146. iSupport must provide for easy navigation between screens, for example with the
hel p of Abrowser navigationo. Screen des

REP design principles. This is a necessary r

4.3 147. The number of screens a caseworker will have to access to conclude the work of

entering information on a case should be
requirement.

The screens will be designed in such a way that the related information will be entered on one
screen and there is minimum number of screens to navigate to complete a process. There will be
easy navigation such as passing sticky data from current screen to automatically pre-populate
data on the screen navigated to.

5 Case Management

51 Def i ni ti oni conipositon, icieai® ead transmission of
functional iSupport case number

51.1 Definition of a fAcaseo

148. The chapter describes a number of crucial functionalities for case management.

149. A central decision for the determination of functionality of the case management
is what is considered a ficaseo for the p

150. A caseiniSupport is defined as a case concerning the same debtor and
person(s) for whom maintenance is sought and involving the same requesting and
requested States. Therefore, all applications (and requests for specific measures) sent
from one Central Authority (the requesting Central Authority) to the same requested
a2 Central Authority in relation to the same debtor and person(s) for whom maintenance is
51 sought will be dealt with under the same functional iSupport case number even if in an
individual application the role of the applicant should change.

151. Incoming and outgoing applications are dealt with under two different functional
iSupport numbers, but can be connected in iSupport.

152. Should the debtor move to another State and should the enforcement have to
take place in that other State, a new case will have to be opened.

153. BasingtheiSupportc as e management system on th
Haved requirement .

A screen wil!/l be provided to search by the
Requesting state Case ID etc. to make sure that the casein the application does not already exist
in the system. The search screen displays a list of matches in the grid, if there is a match. The
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